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PREFACE

The DepartmentoflMfensefaoes aperfodofprofoundohange. Theendofthe oddwar, snew
- f~~~ m ~ * -@ofJ ~ ~o-~ -WI -m dd --
and %ays of doing business” as neverbefore,l’hsDefWmentmustremafnreadyto pmteotthe
oountryfrom exlsdngand emergingextamal threatswMO @sorespondingto new national
pdorhJesoWile we cannotfonwe allthechangesthatWN oocur In defense, w can act now
tosbapethe future, rather than beshapedbyit

Corpomte InformationManagementIsastrategicmanagementInitiative,embodkdInPoWes and
programs, lmplementatronguidanoe,and Wpporthg resources, estabrrshedto helpfunctional
managersdW198 processes, data re!mmes, and informationsystemsSOtheybecomefar more
effective and effklent. Corpomte informationManagementgoak and objectivesare founded on
strategic direction of the $enlor defense leadership. The Corporate hformathn Management
Strategic Plan gmkles top ievef guidance for all Information management activities h the
Dqwhent. It Includes SIX goals that address the mlgmdon of Infonnatbn systems,
stwfanlzation and sharfng of data, bushess pmoe$s reenglneerhg, an infmstNcture of\ comput!ngandcommunicationscapabilities,functionalandtechnlcafIntegration,andmanagement
of the Coqxkate Information Managementinittatfveat all IweJs of the Department. Functional
managersare reqwnslble for planningand exeoutfngprooess,da@ andsystem hprovements
and innovationsIn their fhctional area

To fadliiate the Implementationof Coqwate InformationM_ent @s, tfw mpa~ent of
Defenseadoptedan EnterpriseIntegrationlmpfemehthgStrategyto besupportedby the Defense
hforrnation Systems Agency. This fmplmlenthg Strategy ldentlffes specific programs and
IrMiativesnecessary to support the accomplishmentQf the goals establishedin the Corporate
InformationManagementstrategic ptan In an integratedmanner. (t also providesassistance to
functhnal and technical managersh kMifylng cross-funcfhnal Impacts and Oepartment=wide
sotutions for their inforrnatkmsystems. TM Impkmer%tingStrategy describes the Enterpdse
Integration conoept and Identifies crftioal success factors, hnp!ementingprocesses, and target
measuresof suooassfor aohievingthe CorporateInhnation Managementgods.

These two docum Ptide Q ‘MJ- forrnana@qandshaphg change acrossthe
-eti of Defense. They descrtbethe manapwtooncepts andstrwturet hatareneeded
toenaMe the Wp@nentt6WJzeti~W benefWfn mission oapabWy,effidwwyti
eoonomydurfng mpeffodof~ohange.
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?he Dot) faoesaperfod ofprofoundohange. Theendof thecoklwar,a newagendaf orthe
rlatlon, and the revolution irl Informationtechnology, chWnge old assumptionsand %vaysof
doing business. as never before. VVhllewe cannot foresee ati the oh4ngesthat will ocour in
defense, wecanact nowtoshape the future, rather than beshaped by It OOOrnusfnwnaln
tB@ytipn?fe(X thecwnltym -andem431gfi7g SW#rla(mts tia&o-t7g
*m mtiona/@orWS.

DoD is evolving from a cold war posture to a srnatler, more mobile and flexible foroe and
MastnMure capable of projeotkq power anywhere In the world at a moments notice. The
w~ @pos~~oningftsd’fto engsge in a muohbroaderspectrumof missions,rangingfrom
deterrenceand regionalconflkt to peacekeepingand humanltadanassistance. In the new global
and Interdependent wodd, economic and envhnmentat secwtty, and the enla~ent of
democracyhave become natkmalooncems.

Anewagenda twsbeen establkhedforthe nation Ourindustrfes mustonoe again become
wrfd leaders In quality, pmduotivlty, and value. They mustcreate more and better jobs for
Amerkans. Our educationmust prepareour childrenfor the 21st oenturyworkplaceso we can
oontlnue to be oompetitfve in the worfd market. Our infrastructure must be sustafned and
modernized. In order to achieve these nationalgods, our Governmentmust be Wwented so
ft serves the Amerfcanpeople. DoD is a leader In the effwt to reneW,mhwigorate,and Improve
Government.

The world k In the middle of a true revolutionin how work @performed,how organizationsam
managed, and how people ara made more productive. This mvofutfon- a new “pamd@n” -
resultsfrom the ability to manageInformationthroughtechnology. The old oqanizatlon structures
of the past are rapidlyghdngway to %orlzonkd”enterprisesthat focus em competenoiesaoross
functionallinesonmlsstorwesu!ts. tn essence,the availabilityof accurateinformation,whereand
when tt Is needed, leverages human knowledge and innovation. It gfves the warfightlng
oommanderan integratedpktum of the battiespace,so hakha can controtthe pacesnd outcome
of battle. It gives the manager cdtical tnsight Into current pwformanoe and best practice, so
processes an be etimlnated, Imprbvedand reer@neered. it @vesline workers controi over
machinesand t*nolo@es UMtkwfeaseVW IWO@@@qofd~ ~ ~WS @tO-SS
this “Informationrevolution”to meet the defensegods for the 21st century.

This CIM Stmte@cPfan klsntW? the gods fof managing_, SYS@WWty, and a~eting
thesharedvfsionfordefense, When 8ucoessfully Imptefnentwf,tth “bluaprfntforthafuture”
mdllenable the Depatient of Warms to brhtgall natfonaloapab$litfasto bearon each
88*lgnecf mlsdonto erwwwtha eecurftyof the nattonandmeatthe wpwtatform of the
Amerkan people.

.
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~fdl@~~_sm- a~tim Wimfw W~D@titid W~ti
andthebeginning of thenext

The UnftedStates faces new threats and opportunitiesabroad. U.S. forces are engagedboth
muftkteraffy and unilaterally, in a wfde spednjm d assfgned missions, ranging from
peacekeepingand humarW@anassistanceto resolutionof muftMeglonatoodlkts,

In additionto its tr@itionalmilftarymissions,the Deparhnentis undertakingactkftks to strengthen
democracy,promotee@nomicsacurity,preventtheproliferationofweaponsofmassdestruction,
and assist other elements of the U.S. Govemrnent In aohfeving national pfforlties through
hfonnationinteroperability.

TheDepartmenthasMen downsizedfrom the Iat@19WS posture, yet maintainstechnologkal
wpertodty througha oornbinatlonof betterIntelligence,sophktloated@xnmandandcontrol,smarl
weapons,highly motfvatedand trahed pemnnet and the applkatfon of informationmanagement
to all Doll Wtivities.

Fiexible infonnatkm conn@Wy among U.S. Forces,fncfudingbothoornmunlcationsanddata,
l&i66eptedasa critical force asset, avaikfle to suppoft wortd-widemobility and operations.

Recognition of the Importance of fnfonnatfon integrationand exchange in the bafflefle!d has
msutted in signffkantiy Improvedjo~WiVice O1%-ratiortsand muithationat operationswith allies.

7he military industdal base has been fyliy Integrated with W..ornmerokl base, so the
Departmentcan rapklly obtalfi and usestandad oomrnercialproductsandservkes at lowerCON.

aohieveth a&igned mission.

AII ~m~nt fgn~ons and oqam@ons have been ree@nesredt ~PmY@ ~, ~ntegmted,
fmm ti ““titerprfwykle pefspectfve, ‘and ‘km now being suppotid by modernized,
stwhrds-tiaw O@il hiwnation systems.

-. —-----..- ._-+-

Throughout the DefMyti~ hfommtkn Is viewedas a strat~c ~q used to continually
@i-I–fi i$upport aothdties through improved-e tM eff@fY&:&*;*~w

-fn~ ~$ eoononW andgreater responsiveness.

. ...”
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fNfORMA??ON MAM4GEMENTAS A S7R4?EGY FW CHANGE

With evety dimension of DoD operationsundergoingchange, Indudfng changes fn the threat,
Q~m~hti-@wlnmsw=L Itisdearthat thel)oi )mustohangethe

es it uses to manage@ operatefunctkmsor actMies throughoutthe DepWment.
oday,many of these funotionsand processeshave beenestabfkhed uniquelyby service. The

-= -** am ImpkmWted thmugf’1an informationsystem, That fnforrnadonsystem
is often a Stand-afonesystem, uttlkhg mWmdard data and with fncompatlbfefnteffaoes to
refatedinformationsystems. G3rporateInformationManagementIs 8 strategicMtfatlve to comect
these probtemsby focusing on the process change,datq informationsystems, and Information
teobnologyfmrn a DefenseEntefprfse-widepeqwtive.

The elements ~ffected by CorporateInfonnatkm Managementare shown In the model depkted
in Figure 1 an the fol!ovdngpage. Apply@ thls model and lnsttWona!king Coqmratwkk3
managementof these aothdies are central strate@esIn meeting the vision statements. This
model Is applied to each *notional ama and provides the basis for $kkfng together @icy,
business methods, perfwmnce measures, prooesses, dat4 information systems, and the
computing and communications Infrastructure Cu!ture, organkations, and pe@e are the
foundationuponWhkfl changemust be pfanrWLand lmphented.

In the Defense Department, %tove-pipecl’processes and technical systems have developed
whlohprecludeor Iknlt data sharingand Interoperabll)tyacrossfunctionalboundaries. To focus
the implementationof the CIM goals,an EnterpffseIntegration(El) effmt has beenInitiatedIn the
Defense Information Systems Agency (DISA), Thk initiative develops and maJntalnsan El
lmplernenting Strategy that 8ddmsses cross-fum%nal integration to fmprove end-to-end
fmcesses and lnfornmtkmffmvs.

WI the CIM and El lnMativesam In consonancewith wmt pfivate seotor practice and with
evoMng managementtheories on processchangeand informationmanagement.

“4-
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1. CIM MODEL
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WER4RCHING CM GOAL

~m-~@mdCIMktir_Ws~~tiMm_-:
common informationsystemq shared, stqndad datq mengineefedprocesses;and a computer
and communicationsinfrastrwture. Ente@se integrationprovidesthe implementingprocesses
and coordinationof actions needed to put these piiiars in place across the DoD, and to link
functions, cfam and systems hodmntaiiy to aohieve cross4unctionai syrw$ies. Figure2 shows
the elementsand managementframeworkfor aohievingCIM goals and objeothms.

CORPOIWEIHFO$MIUIOHIl!ANmMm

FlGLlRE2. *IHE C/M MhWEMENIFRAMW~K

.
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Cl&l GOALS

There are SIX tread goals -for CIM. ent the fra-rk f~
i-

.,
e x D~ m- in the CJM . The goals are

$ummadzed betow and fudher explained on the followhg pages.

t

z

9W

4*

6.

8.

Wnhnke duptkxitlonand ●nhanosDoD’s informationsyatema.

Tlo DoD together through ths UIIOof common, aharsd data.

9RoInvent” and Reengineer DoD operations.

tmple~~~fte:, world=wlde oornputwand communloatlons
.

Apply Co#ate Motion Managementto Integrate Defense
Enter@e-wlds o~rstbns.

Establish CM PoWes arid mensgsmentatruoture.

:

. ...”

.
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MInlrnize duplicationand ●ntwwe DoD’s Information systems.

Objeotive: Eliminate unnecessary, duplioate systems and migrate toward a oornmon
baseline of information systems.

objective Implement enhanoed Infermatlon systems that incorporate reengineering
results as well as standards based technology.

To meet fhese ob/ecfhfes we wW:

1. Seleota minimalset of standard migration systems and implement them to aohieve
an initial migration baseline.

2. Implement those enhancements to migration systems that can be accommodated
within the initial schedule.

3. Plan for and implement enhancements beyond the initial migration baseline to
supporl reenghwered processes and aohleve open systems archlteotural
standards.

4. Guide the impaots of Information system migration on processes, human and
financial assets, organkatlons, and culture.

.
-8-



GOAL #2

Th DoD toggm? thfough th US8 d common, shared d8tfI.

Obpctive Derive standard definitionsof data, on an aggressive schedule.

Obpcflw 1Establish @’opg manag&n6nt o dat{ qual~) including data availabilii,
integrity} accuracy, and security.

/
7’” meet these obje~”ves w WM

/
/

t Establish polkks and p~rams to ensure that requirementsfor end-to-end data
/-’”f availability, in~rity/quality, ancfsecurityare met.

,/ . . ,.. .,

~ ( 2“ E@ablkh pr~ms to &nsurecompliancewith data policies a;d programs.–
\ .. ,. ..- -.,
~

a Develop standkl definitionsof data throu~h the applicationof a DoD data model

$
and functional{ ata models, Wlzing a centraJdata dictionary.

.:

L ~. Aggressh@y ~rsue oppalunities to share data and establishshared data bases
\ within the DoR with other govw’ntient agencies, and with allies.
1’

\ ““5 tmplemen~ a I)ata /lcimlnistration Program which includes procedures for
i stan,dardizlngHa, promulgatingandenforcinguse~fstandarddataelements,and
I “oversight re-s of Service/Agencyprograms.

. . . .

.
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“R.tnvent” and Reengineer DQD Operatlona.

Ot@otivw A$gressivdy pursue proms ohanges in DoD operations that will yield
hnprovedeffiofenoyand effeotfwnees.

Oqeotrve: Irnpiement reengineeringWI a sustainingbasis so that It is responsive to
the guidance and prioritiesof the Department’s leadership.

To meet ?heseObjectha w will:

1. Institutionalize business proms reengineerfngmoss the DoD.

z Petirm reengfneerfngactivitieswithin and across fuwtional areas.

% IProvide DoD top manageme anst~yp~” guidance on reengineering ‘(/

priorities.
.—__. . . &-.

4. Provide the neoessa~ tools, trahing and support to perform reengineering.

(<..:I ( .$L(
& Develop, rnatntaln, an apply *CJDoD Enterprise MoW.

s Facilitateohangesto wike, peopie,andorganizationsto achievee more effeotive
OoD Enterprise.

. ..’

“lo”



GOAL #4

lrnplement a flexlble, efficient workkwkk computer
end commun[oatfonsInfmetruoture.

ObjeotivW Implementacomputerandoornmunioationsinfmstruoturethat istransparent
to the applltitions software reskfing on it.

Objeotive: Estabtishtechnioalpoliolesanda standardsbasedopensystemarohkcture
to guide implementationof the hfrastrwture.

To meet these objectiw we wit:

1.

2.

a

4.

5.

e. .

*PV P@~cl~s and programs to $uide Wrastruoture development and
modernization through standards based amhkctures.

Strengthenthe managementof hfonnation teohnoiogyassets !nconformancewith
architeoturatand configuration managementprhclples.

Ensure that the computing and communicationshfrastruoture can evolve to meet
the processing and support requirementsof DoD information systems.

Benchmarkthe infrastructureagainstbest commercialpraoticesand performance
measures.

Improve software practices through software prooess management, software
metrkx, software engheedng environments,and software reuse.

Evaluatenew technologies to identify opportunitiesfor significant cost savings or
improvements in mission effectiveness.

. . . .

.
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GOAL # 5

AP@Ymrpo~e InformationManagementto {ntagrate
Defense Enterprhm-wide operations.

Objective: Integrate t
%

nkxl programs,pmticuladycrossfunctionally,so that bamiers
to data sha g, tranafer and Interoperabilityare identifiedand removed.

Objectiva Integrate qmfems pians both functlonalty ~d techrdcdly, providing an
enterprke+vide perspecthieonfunctionaloperationsandtechnicaisystems.

To IWet these 0b@thh9S W W~]:

t. Developpokles andoverseeperformanceof technicalIntegrationactivitiesasthey
support CIM and Enteqm%eintegration. o

2. Assess Enterprise Integration policies, plans, programs and performance and
identify areas for improvementas needed.

s. Ensurethat poficiesandprogramsacrossprocessreenglneedng,data, Information
systems, and infrastructure are integrated and compatible.

4. Develop and implement a coordinated C!M strategic and operational pianning
process.

. ...”

.
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GoM#6

Eatabllsh CM polkks and managementatructurw.

Objeotive: Ensurethat the Corporate-wideInformationmanagementstructuresare put
in pke andcan$uppont the 000’8 k)fOrmatiO#Ineeds for the 21st oentury.

Obpothm Establlsh CIM policy to guide CiM implementationby oommunioatingaid
clarifying goals, objectives, methods and procedures.

Tomeet these 0&9cths w WI:

t. Deveiop and maintain poiicies for information systems, data, prows
reengheedng, and illfraStrUOtUre.

2. Estabiish the management structures and pmoesses to impiement CiM on a
self-sustaining basis.

3. Estabiishneoessarymanagementstructures to involvethe senior DoD leadership
with providing strategic guidanoeand priorities to the CiM and El initiatives.

4. Estabiish mechanismsto identifyand prioritizeCiM programsand alternatives for
resouroe investments.

5. Estabiish measures for CiM )mpiementationprogress and evaiuateaotuai versus
planned progress.

. ...”

-13”
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1.0 EXECUTIVE SUMMARY

The Corporate Information Management (CIM) initiative, embodied in policies and programs,

implementation guidance, and supporting resources, was established by DoD to help functional managers

improve their processes, data, and information systems, It consists of four major thrusts simplify and

streamline DoD processes through improved decisionmaking using Business Process Re-engineering;

share standard data provided through DoD databases; use common information systems; and implement

a Defense Information Infrastructure se~”ng as a common utility.

New challenges at home and abroad require the Depadrnent of Defense to re-interpret the requirements

inherent in its fundamental mission to ‘provide for the common defense” of the nation. Increasingly limited

DoD assets and capabifiiies must be used effectively to respond in non-traditional ways to unique global

situations and changing national priorities. The current organizational focus on narrow concerns must be

changed, so that DoD organizations and personnel increasingly concentrate their efforts on creating

enterprise wide solutions and delivering quality 6ewices to end users. El !s a key strategy for achieving

mission success in the. future.

;“!
Enterprise Integration is/[~e,CIM key implementing strategy for meeting the formidable new cha Ienges DoD

c

.,

.6 1
i’, +J ‘ faces as it moves toward the 21st century. From another perspective El can be seen as Jj ~he vision

d:,’ ._
/“\$,L ~“’\,/ of the integrated enterprise tha~t~e Depart~_nt of Defense must become if it is to continue to effectively

i.
~ j ~’ ,1~”

@

<,-

i.~
: k and efficiently futfill its mission “the implementing processes for realizing that vision. (The common,b, $, -..‘, . —..=_ - ___..—,—

,,, ,
! ,“,/J

. “----+

thread that connects each of these different characterizations of&~~s~e_fact that a than in set of$ ,;.’$ .-— .. .....
1’ both in functional areas and in information management are critical to more effective

. .... . .

-

El allows the Department of Defense to optimize the use of information as a strategic resource to: manage

more effectively; bridge functional and technical boundarieswithin DoD; forge closer ties with other Federal

agencies, industry, aliies, and coalitiin partners; and to increase flexibilityand agility.

Defense leaders to bring all available capabilities to bear successfully on every assigned

benefit of the American people and the world community.

El will enable

mission, to the

The key words in the “Et vi6ion are ‘integration” used in its broadest sense and ‘implementation” used in

a practical sense. A fully ●integrated enterprises requires a clearfy defined se~of shared Departmental

rmance. The strategies, programs, and activities

required to achieve corporate vision, goals, and measures of P@orrnance need to be executed by flexible

organizations that draw on a common ‘poolD of core competencies and focus resources as~ o
d
satisfy the specific requirements of each operatkmal mission. Sehind the warfighting processes of the

1
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enterprise, a simplifii and common set of infrastmcture support services (e.g., purchasing or personnel)

need to efficiently meet routine requirements and be ready to be mobilized to meet contingencies.

impfementaticm means pulling all the pieces together with the existing technologies and solutions currently

in hand. ft means rapid movement toward the principles faid out by CIM policy,

Wtiin an integrated enterprise, a fully integrated set of information systems, based on an open systems

architecture, use a common information infrastructure that provides shared data, processing, and

communications in support of all users’ applications. Also, in an integrated enterprise organizations share,

where feasible, integrated physical resources (e.g., facilities, equipment, materiei) designed for flexibility

in support of improved business operations.

The processes invoived in making an integrated enterprise a reaMy across DoD are many and complex,

and they reach into all aspects of the Department. But the essence of these processes can be distilied into

two essential ingredients: COIPOrate Information Management (CIM), and corpo rate understanding and

commitment to change within the DoD. CIM provides the overarching poiicy for functional (i.e., ‘business”)

process re-engineering, standard data, common information systems, and a standards-based infrastructure

necessary to achieve a totaily integrated enterprise. Whiie# these goals are technically chaiienging,

corporate understanding and commitment to the implementing processes of Enterprise Integration maybe

far more difficult to achieve. The purpose of this paper is to describe the essence of Enterprise Integration

and the tactical strategy required to impiement the actions that can achieve the necessary and required

future state for DoD.

. ...”
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2.0 lNTRODUCllON

The fundamental Department of Defense mission is to “provide for the common defense” of the nation.

This enduring mission is being m-interpreted from the cold war era to meet the challenges of the 1990’s

and the 21st Century. The end of the cold war means that the United Statesfaces a more uncertain worfd

situation and must be capable of responding in non-traditional ways to new opportunities for achieving

peace and democracy, economic security, and protection of the environment. At home, changing national

priorities require a new focus on competitiveness,jobs, health, community, education, and the national

infrastmcture. DoD will be expected to contribute to the national agenda, including the ‘reinvention” of the

Federal Government itself.

Wnh an increasingly constrained Defense budget, the DoD has had to match more carefully its capabilities

and resources to the new global situation. Obviously, it is imperative that this process not result in a

“hollow force.” The Department of Defense must maintain its preparedness to safeguard our national

interests in the changing worfd. Accordingly, the DoD must become more efficient, more responsive, and

more effective; it must be able to detiverhigher quality products and services to its constituency at a lower

cost. Also, DoD must be prepared to deliverhighty customized responses to increasingly unique world-

wide contingencies. One key to meeting these challenges and achieving the defense mission is through

Enterprise Integration.

E) Is a tactical $tmtegy and an hnplwnentln~ process. It is a new way of using information as a

strategic asset to manage DoD far more effecfivefy and efficierrtfy. It bridges functional and technical

boundaries in DoD and with industry, allies, and coalition partners to promote communication, increase

flexibility, and avoid waste and duplication. This allows Defense leaders to bring all available capabilities

to bear successfully and efficiently on every assigned mission.

viCorporate Information Management (CIM) is one essential element needed to manage change. CIM

provides the overarching policy, implementation guidance, and supporting resources leading to the

]4

fl

necessary DoD Enterprise M~8usiness Process Re-engineering t~s, shared corporate d~ti, common
b

syssms, and standards-based infrastructure. The other essential element for “ e is that of

total corporate understanding of and commitment to the El processes. Neither element can stand alone. \

Both are needed to make the vision of an integrated enterprise a rea4ityacross DoD.
*

2.1 Vision ofthe Ftiture llfense Ente@se

IIIthe nottoodistant @ure, the United States @j&nse posture un”llbe quitedi&nmtfiom thepresentasdesm”bed
by the fohuhg vision @ DoD. The vision will input missions,fme structure, physical assets, jinancial and
hx.nnanresources. T%efWzuing scenario traces the impact # that vision.

3
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New Missions. The United States faces new threzztsand opportunities abroad. U.S. forces are engaged,both
multilderally and unilizterally, in a wiie spectrum of assigned missions ranging @m peacekeeping and
humandarian assistance, to resolution of reg”onal conflicts. In addition to its traditionalmilitq missions, the
Depmtment is undalzking ati”vities to strengthen democracy, promote economic secwrity, prevent the Prolijiration

ti~ ti~$ des~ction, ad =ist ot~ ~%ts oft~ U.S. -mt in ~“ng wfional emergench
and achieving national pniorihk,

Continued Milifay Superiority As DoD Downsizes. lle Department has been downsizedf?om its tats 1980s’
posture, yet, maintains its tnilitary #ty through a combination of better intdligence, sophisticated jm”nt
command and control, smart weapons, highly motivated and trained personnel, and theapplicationof infmtion
management to all DoD activities. Commanders can exploit a total, integmted, “strategic to tactical” jlow of
ir$mnation jknn airborne, shipborne, and ground-based senso~, units, and intelligence assets to conduct joint and
combined operations.

Sustaining Base/T%eater Integration. The sustaining base has been integrated seamlessly with the Theater to
deliver the right mix of assets and capabilities when and where they are needed by the Combatant Commander to
achieve the assigned mission.

Intifigmq/Ally/Puti= Inteflation. The Department has strengthened its pwtnerships m’th other Gozwrnment
agena”esto implement Presidentid priorities by coordinating policy andjbcusing amitable Government and p“vate
resources on national and international problems. Robust in@mation links over a national “in@nation highway”
enable all Government agencies to work togetherfor planning, routine activities, and emergency responses.

Industrial Base Integration. The militay industrid basehas been filly integrated with the commercial base by
remm”ng unnecessary bureaucratic bam”ersand providing electronic commerce/electronic data interchange (EC/EDi)
capabdities and Continuous Acquisition and Life Cycle Support (CAIS) linkages to industyhumuf~turing. The
Department can incrawinglyobtain and use stanalwd commercial products and services, at lower cost to the
Anu+ixn taxpayer, DoD is transferring advanced technologies to W Industry, and pursuing dual use projects,
so U.S. industy can be more competitive in the gloh?i marketplace, and can create more and better jobs fti
American workers.

“Empowered” Culture. The DoD culture and dues have changed to g-us peoplegrater responsibility and
capmty to improve their work New job descriptions, skill training, and rewards imbed theleadership’s objectives
in the beham”orof organizations, teams, and individuals. People are ‘empowered” to contrhte to their county,
grow in their jobs, and k-d more productive, healthy, and @@&ng lives.

Business Pkoass Re-en@”neering. All Departmentji.mctions and organizations havs been re-engineered, improved,
and integrated whiii being supported by modernizd, standards-basedinformation systems which provide “end-to-
end” $&us of injbrmation and deciwim support. These systems are based on jidl-spectrum, shared, reltible, and
secure infition servkes, accesstite to all users at ajj%rdablecosts.

To realizetheDoD intqpted ente@se vision - to make it a readity - the functional and technical barriers that
cuwently impair tk qj%iewy and e&tiveness of the Departntent need to k mixed or eliminatedand DoD
@@ions, data,and q@ems need to be tinked so that thejidt power # the DoD can be marshaled to meet its new
challenges.

4
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.

22 What does it mean to Integrate the Enteqrrise? ‘-##,

,J+
Enterprise Integration is sometimes thought to embody only the jimctional and technicnl integration of an
organ~tion “s injbrmafion systems, Bui total Enterprise Integration is not /imifed fo the alignment ~ an
organization’s injbrmation resources. Rnther it comprkes: s@@ st@ggie diredi>n,~ the grgunkztion itse~, ~,
consistentlydeployedat all kvds; the infeg@ion of both intend @cfiomd mganizafions and external partners

liers; the integration of ‘end-to-end” processes that cross functional and organtifional boundaries; the~‘

a%7?-esta1s ment of a cooperative culture throughout the organization and the mpowmmmt of people; integration of,
)%umcial assets and human resources; the standardizatwn of data and the sharing qfcorporafe infition through
a common injimnafion infrastmcfure; and the integration of an organization’s physical assets to ensure a jl.dble
and adaptive physicai inj%structure. 7%sjbllm”ng sections rm”ew each fiwef of a jl.dly jnfe~ated entervrise:

htejwate d Planning and Direction: An integrated enterprise devdops md maintains consisfenf values, missions,
visions, goals and olyectmes, measures ~ pn$mmance, and programs at all teds. Investment decisions are based
on a common j%tctional entep>e mode! and strategic direction shared by all elements of We entqrise. Business
unit objectives are integrated with partner and supplier objech”vesin order to m“mize “end-to-end” value chain
benefits. hnprovements are harmonizd to optimiz impacts,and scarceinuesfment resources are pn”orifizedagainst
theenterpn”seobjectives. lnfegrated jinancial management ensures shared resources thaf are programmed and
budgeted looking across ~ nctional lines. If also achieves economies of scale, recovay of cosfs, and continuity- /1

@ process improvement funding wdhin and across finti”ons. Cross-@ctional management solutions to
enterprise wide issues are ida+ied, planned and programmed.

Integrated Organizations: Bofh internal organizations (e.g., funcfiomd departments) and exferrudorganizations
(e.g., trading partners and cusfomers) are integrated wifhin the *extended entaprise.” Competewk and resources
are kveraged across jhnctiorud and organizational boundaries. BusI”nessunit organizations are jle=-ble enough to
be part # one or more m’rhud ent~”se organizations. Core competencies are recognti fo be independent of
@cfional organizations and leveraged across m“ces and productlines. Business relationships and alliances are
@reed quickly and electively to achieve cotporate objectives which are situation dependent and highly
variable. Transactions between partners and suppliers are optimized to add maximum value. Teaming bn”ngs
complimentary skills and resources fo bear on missions@n whermer they are available.

Integrated Processes: One of the most imporfanfaspects#an integrated enterpriseistheintegration of business
processes across varying jbtctions. Traditional functional organimtions tend to f- on narrow concerns ratner
?han concentrafmg their @rts on creating enterprise-wide solutions and delivering quality sem”ces to end-users.
industry is rapidiy rnm”ng foa “horizontal”processorientationfhat Capz”tdizeson core competencies in@wfional
areas. in fhis model, “vertical” functions such as personnel, finance, materiel, and in@rmation management can
belinkedtogefherinto total valuechains. BW”?ISSSProcessReengineer@ isappl&droutinehj throughout the DoD.
Current baselines are assessed jbr p+mnance and resource use. Benchmarks are identified to determine “best”
pmctices in Industry and G~menf. Based on fhew assessments, and the goak ~ the leadership, processes are
simpli~ and streamlinedto thegraded extentpossible. Non-t.wlueadded ad”r.ities are eliminated. Focus is placed
on satis&ng the customer’s needs. The righf products are supplied af thetight place and time to help achievethe
m“gned mission. Pa@lgl processes and concurrent actim’fies are i@rcnh4cedfo speed cycleh“mes. Processes are
designed to use the best &i&b& technology and a shared in$brrnationenvironment.Standards are estabMedfor
processes including metricsjbr quality, time,jlexi%ilify,customer sati$wtkm, and cosf. Feedback fw measuring
pe@mnance is “built-in” fo processes. Continual crossjkdional ~fs am @ to Wes- ~“fh P~”~ic
qwmtum leap innorwtions basedon “paradigm shijls.”

Integrated Human Resources: People are the most imptant resourceof any en~”se. They apply their
knowledge and skills fo manage and perjbnn #recesses within and between functional activities. h an integrated
enterprise,a cooperatizxculture ezists between all kxls of theorganiution and between all functional areas<
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Emphasis isphcedo nteambuiliiing. ~mgmtmotimh ~ie~mrding psitiwk- ttitalipm’th
enterprise direction. J%ceses are managed and executed by cross-$imctional, mtdti-disciplinary tans such as an
Integrated Product Team, or a mati team, or a Joint Task Force. E@ient and @kctive pun-to-person
communication is jkilitated by an open enm”ronment that encourages “two-way” communications vertically and
horizontally across the enter@se. CordinuaJ education and training is used to improve personal perfhnance and
to emich job content. Non-traditional “t” orgnnizdion structures @ilitate smaller distributed work groups
orisnfedaround p@rmance ofcompkte processes. Teams and individuals are empowmd to innotwte and improve
their work supported by sophisticated injbrmation technologies, Iik multi-media confi?wcing and “groupware”.
Process improvementmethds and practicesare imbeddedin the enterprisethrough changes to ctdture, new job
descriptions, new pe@mance nuxsurement syshms, and rewardsfbr achieving D#imse objectimw.

Integrated Financial Resources: integratedJinantil injbrmation is essentialjbr managing theDoD, ensuring
prvper external ouersight, and satisjijing statutory requirements. In the integrated enterpriw, fznancial policies,
practi”ws,and procedures are standardized, and are supported by shared, sta.&@$a ta, and common information
systems. Financial information is timely and accurate, and is madeavailkbfeto all potentialusers, subject to me
constraints @an organiution’s right to control access to privileged information, national security, and respect for
the personal@nciat privacy of the individual. Simpty put, this means that responsible manaxers haue direct access
to the finantil infmnation they need to do their jobs. Z%ereis an inte~ation ~ fznance and other
appm@ate, so that duplication of reporh”ngis avoided.fhe best “~r

fimtions, where
ce” &ta is used, and managersan obtain a

totalw“ewof the resource wed fa sa~
. . .

and task9. Quality, cost flective, infegratedjinancial services
are made avadable, when and where&d, to all DoD customers and users.

Integrated Information and Systems: In the intewat ed ente7@e, information is managed as an ‘torporate asset
so managers and workerscan sharea co~, and timelvview of theenterprise. A Ti-S
and unambi~ous terminolom is establishai throwhs emantic data modelin~ and data standards. Focus is placed
on the capture and #ech”ve use of ent~”se knowledge as the strategic resource in the Information Age.
Information systems provide an important enabling technolo @r imprm”ng decision making and process
pe@nance. Unfortunately, many existing systems were put t~lace w“thout an overall integration strategy and
were designed to automate a narrowly dq%ed jimction rather than an “end-bend” or complete process. Systems
are designed according to an open architecture that allows for both extensibility and /le@i2ity, and rapid
interconnectionrm”thother systems to accomplisha speciftc task. A common injbrmation infrastructure suppoti”ng
ail applications is sharedamong all users. The common inj+astructwz can be extended to include customers and
partners (e.g.,other Government agencies, allies) to support a global uiewof DoD’s missions and int@aces, The #l

standardized to facilitate electronic datddedmge jbrboth busimss
and technical a%ta. The quality of &ta E connn uatly monitored and controlled, ensuring that theright data s- /4
pmv&d to theright person at the right time. The traditional paper-orientedenvironment is replacedwith a more
robust multi-mda electronic-oriented injbrvnation enm”ronment that recognti the calue of sharing and reuse @
information m’thin theenterpiseand un”thother organizations. Duplication in the cuwent baseline # injbrmation
systems is eliminated mpidly and cuwent kgacy injbrmation systems transitzbn smoothly to the integrated
environment through encapsulation or conwrsim

Integrated Physical Asssts: 7he jinal aspect of the ente@se is its physical assets that include jhcdities,
equipment, and ma-h. Factlitk are &signed@ the logicaljlow of informationand materialsand are adaptive
to changes in processesand product mix. Field, manufizcturing,and test equipmentisjlexibk uith m“nimal delay
and costjbr changes. Materiel handing isjiexiMe and integnded m“th theinjbnnation system. Material jlow is
managedto fn”lifate just-in-time inuentoty control. The intvdment decisionmodel& cqw”pmentand facilities
considers the due of twatitv,time, and t?exibility. Weapons& oth ~-it~ ~ swrd inttiac~ ~“th
in@nation systems ‘~’that’~ can k &onitor&, main&ed, and controlled.

Ente@se integration is a systematic impkmenting process @r remom”ngfinctwnal,
barnkrs w“thin an organi@ion, and Wafl”ng all mailable capabilitiesto achieue an

6
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Enterprise Integnztion providesfi the establishment cfend-to-end managerial andjimctiorud processes, shared data,
and common or interopemble infimnation systems that result in tk highest degree of mz%sion@ecti”uenessand
resouru I@isncy.

But Enterprise lnfegration also encourages a broader concept qfthe Enter@se; indid, it underscores the importance
#a “globalview.a By establishingjktional integrationand technicalintempmbifity with other Us GOcernmenf
agenciesand the ~“uate sector, the Del) can lezwrage tk Enterprise Integration process to achieve even gnmter
@cienc& and nationd-lezwl electiveness. For example, it h easy to recogrn% sign$amtjimctional intersections
betweenthe Veteran’s Administrationand Healthand Human %ro-iceswith DoD’s Human Resources @donal
area. Similarly, thereare obvious opportunities fii &ta stanalvdiution, in@nation interchange, and resource
shan”ngbetween the General Senn”cesAdministration, the Federal Trade Commission, tk Department # Commerce,
and pn”vatesector contractorswith DoD’s Materiel Management and Procurement@ctional arms. Figure 1 shows
the end-to-end processes that cross DoD jimctional areas and link withextend agenciesand the private sector.

I

1 Mission Delivery End-to-End

1 I I I I I I I J

Figure 1. Miesion Delive~ End-to-End

As an organization becomes more integraki, its W’OUSelementseooluej%m narrowconcernsto being highly
interdependmt, coordinate, and synergetic. Table 1, depicts the stages theseekments go through during the El
impknienting prxess.

. ...”
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34 THE ENTERPRISE INTEGRATION CHALLENGE

We sketched a visionof the future integrated Defense Enterprise and have outlined the different elements

and attributes of that vision. But Enterprise Integration doesn’t happen automatically. It can onfy be

achieved through committed leadership and a team of mobifized and empowered people with new attitudes

towards change and their day-today tasks. Moreover, the current barriers to El must be removed, and

tools and resources must be provided to make El happen. How do we begin to fashion this environment

for change? First, it is necessary to know the key factors that are critical to the success of the endeavor

- the ‘critical success factors.m Second, it is necessary to have a more detailed idea of what strategies

to take to achieve the El goal.

3.1 Crftlcal Success Factora for Enterprise Integration

Communicate El. Everyone in the Defense community needs to be aware of the pressing need for El,

necessitated by the downsizing of the Department. The alternatives are stark: either achieve a dramatically

more effective and efficient DoD or loose real capability to prevent and win wars. Each individual in DoD,

as well as its contractors and stakeholders, needs to helpremove functional and technical barriers that

prevent the Department from brfnging all its available capabilities to bear on its assigned missions. This

perspective needs to be shared and then communicated by the feadefship of the Department.

Lead EL Defense managers and military commanders must lead the way to El by their own example and

commitment. They need to show that a non-parochial, ente~rise approach is the strategic answer for the

1990s. Conversely, all plans for change need to be aligned with the leadership’s goals and measures of

success to make the compelling case for change that wiil engage the leadership. Leaders must empower
●

people across DoD by removing barriers that impede El, and by promoting the enablers of change: new

attitudes, streamlined procedures, tools and techniques for improvement, rewards for excellence, and

necessaty resources.

Implement EL Changerequires a systematic, disciplined approach that is grounded In sound principles,

tools, and technques: the infrastructure for El. The Department needs to establish a total “Iife+ycle”

methodology that addresses improved business methods, integration techniques, processes, data, and

information systems. - ~his life-cycle needs to be supported by effective and low-overhead management

structures that help functional and technical organizations coordinate and integrate changes across the

Department at all fevels. Finaliy,specifictools and techniques need to be made available for integrated,

end-to-end support of the new El processes,

In sho~ what 18neaded IsCm&mication, Leademhip, md EiYect/w Execution!
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3.2 DoD Enterprise Integration Strategy

The DoD has established a set of near- and long-term strategies for Defense Enterprise Integration. These

strategies draw cm the lessons learned in the private sector and the successes already observed in the

DoD. Near-term strategies embody tasks and objecthms that need to be initiated and achieved within the

next three years to institutionalize the El process across DoD, and achieve immediate improvements in

operations and support activities. Long-term strategies map out fundamental changes to how DoD

conducts its business. These strategies are reinforced through specific goals and measures of

performance.

Enterprise integration will be achieved through the on-going Corporate Information Management initiative

that was started severai years ago to help functional managers improve their processes, data, and systems.

Process improvements are difficult to implement in an environment with so many independent supporting

information systems. The Department stresses a parallel path for business process m-engineering and

technology enhancements. It makes sense to simplify the systems first, while gathering an initial baseline

on the over-ali functional process. This will jump-starl the business re-engineering processes by reducing

the number of information systems into a few that support the prime functions for the organization.

3.2.1 Near-Term Enterprise lnWgretionStrategies

The near-term El strategies are aimed at jumpstarting the El process in order to get it into motion as

quickfy as possible and imbed it into the fabric of the Department. They also establish the information

management foundation for futiher progress. The near-term strategies are described below,

Estebllsh Senior DoD Exscuthre Ownership for El. As Ei frequently requires significant decisions that

lead ultimately to cultural and institutional changes, it Is imperative that El efforts be led from the highesf

levels of the organization. The offiies of the SECDEF and DEPSECDEF should be actively involved in all

majoraspects of El for DoD, to establish the goals and objectives for El, and effectively communicate these

goals to the functional proponents. This process commenced with the 13EPSECDEF memo of 13 Ott 93

on accelerated selection of migration systems. It Is evotving through the chartering of an Ente~nse

Integration (El) Executive Board and an Ente~dse Integration (El) Co~orate Management Council.

Responsibilities of thla”Boa~ and Council are described on page 19.

Use El to BuM-On Bottom-Up-Review @lfR) initiatives end Supporl the Defense Performance

Review Process. CIM and Enterprise Integration are, fundamentally, about ‘reinventing” DoD. CIM poiicy

and El implementing processes build on the efforts of the Bottom-Up-Review decisions and the continuing.
initiatives of the Defense Performance Review process. The CIM goals and El plans provide achievable

10
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milestones, valid cost-avoidances, and overall enhanced DoD effectiveness through a disciplined,

systematic method. The central mission of CIM and El to help the Department re-engineer its operations

and evolve to become an integrated enterprise should be broadly communicated throughout DoD. CIM

policies, methods, tools, and procedures can help implement BUR decisions and other strategic decisions,

so that a consistent set of improvement initiatives drfve DoD toward a shared leadership vision for the

future.

Centralize Responsibility for El Program Implementation in a Singie OrganizatlomIn order to achieve

central responsibility and accountability for Enterprise integration across DoD, CFi&l wiil be re-narned the

Defense Center for Enterprise integration in the Defense information Systems Agency (DISA), This staff

wiii continue to develop and maintain implementation pians as mentioned In their intea ration Strategies,

ensure efforts are executed in accordance with best ihf practices and common solutions are used,

and remove barriers to Ei as necessary. Additionally, the Et staff will frame issues for decision by the

corporate senior leadership, and communicate status frequently to ail involved activities by supporting the

El Executive Board and Ei Coqmate Management Councii. Programmatic and poiicy direction wiii be

provided by the ASD (di).

Eatabiish “Standard” Information Systems Quickly. The Department needs to establish a common

baseiine of non-duplicative, standard information systems as a basis for functional improvement. interim

standards for a ‘crlticai core” of data entities should be approved, and new Automated information Systems

(AIS) not yet past Milestone ii should be required to meet these standards. Migration system planning

should be resourced and brought to a close in FY 94, and the seiected migration systems jmpiemented

within three years. When the migration systems are standardized throughout the DoD, legacy systems will

be “shut down” to achieve savings from eliminating dupikation. As this standard baseiine is being

implemented, target system pianning, architecture, and development wiii begin, to accelerate business

process Improvements.

Contfnua Bushwas process Re-engineering. in parailei with the migration to a common, standard

baseiine, functioned managers shouid continue progress on the producthdty improvements identified by the

various Defense Management Fteview Decisions {DMRD) -$52 bitiion according to the Odeen repod -

and accelerate their Business Process Re-engineering efforts to identify additional improvements. These

should be accommodatedinmigration systems, where possible. E{ shwid sewe as a basis for revising

any affected DMRDs and for generating new decision opportunities throughthe Program Budget Decision

(P8D) and Program Objective Memorandum (POM) process. Effective re-engineering aiso requires

“change management” tore-train workers and ovemome cutturai barrfers to change, and motivate people

11
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to use new technologies and systems. Financial management and human resource issues must be

addressed and supported by DoD leadership,

Build on Early Suocesses. The Department should build qxm DoD successes and the gathering

momentum for CIM. It shouid select the best aspects of solidly supported concepts and programs (e.g.,

C41 For The Warnor and Global Command and Control System, Cost Schedule Control System Criteria,

Defense Civilian Personnel Data Systems (DCPDS), Continuous Acquisition and Logistics Support, etc.)

to demonstrate the beneffis that will accrue from EL

Appiy CALS and EC/EDl Integration “Mociei”. As an example of these management principles applied

to a functional area, the objectives of CALS and Electronic Commem/Electronic Data interchange (fEC/

EDi) muld be accomplished through a DoD senior management team to manage the cross-functional

elements of this process, with the PDUSD {A&T) as the primary focal point. The existing programs of

CALS, EC/EDl and El wouldbe biended within the overall CiM Strategic Pian for A&T. A senior steering

committee, including the Comptroller and ASD (C3i), as well as other key participants, would be formed

to guide the integration of functions, data, information systems, and requirements for the i)efense

information Infrastructure. This approach could be the ‘model” for integrating other top level Business

Process Re-engineering El initiatives.

3.24/ Long-Term Strategies

in the long-term, total Defense Enterprise integration will be achieved by fully implementing the

Department’s information management program. The strategies for accomplishing this goal are:

instttutionaiize Business Process Re-engineering Across DoD. True Enterprise Integration requires

a disciplined, systematic method for changing DoD operations. Business Process Re-engineenng (BPR)

is the total, end-to-end approach needed to change processes, organizations, human resources, information

and information systems, and physical assets synchronously for optimum impact on DoD operations. This

strategy applies BPR using the DoD Enferprisa Model, end-to-end processes that focus on mission results,

and cofporate measures of petformarme to identify and pian an integrated program of change across the

DoD.
. . . .

Estabiish and Execute the DoD Enterprise Modei. Managing Business Process Re-engineering within

and across functions requires a total understanding of the defense business, from “end-toad.” The DoD

EnteqMse Model provides senior leadership a strategic view of defense activities and data so they can

assess current performance and strategically pian improvements from a globalend-to-end process
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pwspective. This strategy makes the DoD Enterprise Model a strategic pianning tool used throughout the

DoD.

Aggressively Implement Date Standards andSharedDatabasaa. in the integrated enterprise

commanders and managers must share a common view of activities. This strategy ensures consistency,

quality, timeliness, availability, and security of shared, coqxvate data by implementing corporate databases

using slandard data elements as soon as possible.

integrate Information Management Resouroes. Integrated processes across the enterprise require

standard and [nteroperable information support. This strategy eliminates duplication in DoD’s information

systems, migrates them to a common basefine, and evolves them to open environments that support

improved functional processes.

Establish an Integmted Technical Architecture Framework for IM. Technical integration is facilitated

through a centra~ly managed architecture that guides and controls the direction of change. DoD’s Technical

Architecture Framework for Information Management (TAFIM) is the framework to identify key infrastructure

intersections and assign responsibiliiles for managing technical integration. It helps ensure integration

solutions reflect the developing policies and requirements of DoD, and are directed toward an open system

environment and a shared Defense information Infrastructure@’(Dll) from a global view. Instituting a

standards-based architecture based on the TAFIM and issuing approved technical guidelines to the

developers and operators of the technical infrastructure is a near-term necessity.

Implement a Global Defense Information System andInfrastructure. The underlying computer and

communications “platform” for DoD - its information infrastmcture - needs to be re-engineered to provide

cost-effective, reliable, available, high-quality, and secure information setices when and where needed,

worfd-wide. This strategy plans, assesses, and guides tectmicaf integration of the shared Defense

Information Infrastructure (Dii) between and among tong-haul communication consolidation, data center

consolidation, and base-level modernization activities acquiring IT components that enable technology

integration as pad of a total Defense Information System architecture.

. ...”
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Manage Functional and Technioal Baselines. The complexity and interdependence of these strategies

require new tools for managing and integrating change. This strategy uses configuration management

prooesses and procedures to ensure ooordinaticm of all El actions.

Figure 2 depiots the CIM and El elements, inoluding the enterprise integration process and the “pillars”

supporting change.

Figure 2. Strategic Vision for Enterprise Integmt}on

3.3 Near-Term Objectives and Measures of Performance

Mr. Per?y in his Memorandum of 13 October 1993, stated that “our near-term strategy requires seleotion

of migration systems within six months, with follow-on DoD transition to the selected systems over three

years. Complete data standardization within three years by simplifying data standardization procedures,

reverse engineering. data requhemsmts in approved and proposed migration systems, and adopting

standard data where previously established by individual functions and Components for DoD use wherever

praotioal.”

The following @vities. manv of whiih have been set in motion. will Drovkf8nea r-term achievements toward

me stmtea c ami 1s:these activitieshave qgmtifiabie tamet measures of rwformance:.

March ’94 Sated migration systems within six months.
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September ’94 All Functional Economic Analysjs and Integration Decision Papers

complete for migration systems. An estimate of between 2040°A of all
-,—. —...----

DoD data could be shared data, therefore, in this period 20% of all DoD

data should be identified and placed in shared data bases (e.g., using

middleware). Twenty percent of the functional areas have completed their

initial Business Process Improvement Programs and have initiated

improvement implementation efforts,

March ’95 All tacticaf data integration plans are complete. Twenty percent of

functional areas are using standard data entities, shared databases, and

DIS piatforms aligned with (TAFIM).

September ’95 Fotty percent of all DoD data is on shared databases {middleware) and

have completed their initial Business Improvement and Functional

Economic Analysis. Sixty percent of data elements are standardized. All

existing and new functional models are aligned with the DoD Enterprise

Model.

March ’96 Sixty pment of functional areas are using shared databases, are on OSE

platforms (aligned with TAFIM), and are fully integrated with the functional

areas.

September ’96 All migration systems are implemented. All functional areas are using

shared databases, all data elements are standardized, all Business

Process Improvement and Functional Economic Analysis are complete.

Sixty percent of the Oefense Enterprise cross-functionally integrated.

Twenty pment of global (external) organizations that ‘paftner” with DoD

are integrated into the ‘extended enterprise.”

March ’97 All functional areasuseshared databases with standard data elements,
.4. . are operating on OSE platforms (aligned with TAFIM), and are fully cross-

integrated across the Defense Ente@se. Sixty pement of all global

(external) organizations are integrated with DoD.
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3.4 Management Approaoh for Enterprise Integration

in considering the future for Defense, it is important to note that the Enterprise Integration vision

emphasizes significantly greater cooperation and coordination among the Servioes, and between DoD and

its partners. This emphasis on cooperation and coordination wiii require significant changes to DoD’s

management praotices.

Figure 3 shows how these targets achieve the CiM goals.

. ...”
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4.0 MAKING IT AU HAPPEN!

We have sketched the vision of the

March 30, 1994

future Defense Enterprise and outlined the basic strategies and

management approaches for converting that vision into reality We have also described the characteristics

of an integrated enterprise, and the critical success factors for achiiving it. Now it is time to outline the

actual mechanisms and specific management structura envisaged to make it happen.

4.1 DoD Enterprise Model

The linkage between the Enterprise perspective (the strategic view) and lower tevel functions is

accomplished through the top-level Enterprise Model activities. The Enterprise model also represents the

top level data requirements and leadership priorities for shared data in the form of strategic data entities.

Figure 4 shows the top level activities for the DoD Enterprise:

Lfl?rwide for the
Com908 Ddeue

Figure 4. Enterprise Model Activities

The DoD Enterprfsa Model is the overarching description of all the actfvftiis and data within the Department

of Defense. Each mission, function, and organization In DoD can Yii into this framework to contribute to

the common goals, objectives, and measures of performance eetabfished by Defense leaders. The DoD

Enterprise Model is the means for senior leadership to effect cross-functional and cross-organizational

integration.

18
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4.2 Functional Management Process

Figure 5 depicts the Functional Management Process (FMP) for DoD. The DoD prescribes a three-phase

FMP strategy for improving management of DoD operations and information. Phase 1 is the establishment

of a functional archdecture and a strategy for meeting Wctional requirements. Phase 2 is the

establishment of baselines for processes, data, and information systems. This phase entails selecting

information systems, which are then designated “migration systems,” to support existing business

processes. Phase 3 is the improvement of functions, data, and information systems. An Enterprise

Integration Architecture helps to guide this process for different management, functional, and technical

concerns, at all levels of the DoD. Thk Architecture includes the DoD Enterprise ActbAtyand Data Models,

and the TAFIM. Senior DoD leaders guide Business Prmess Re-engineering from a top level, total El

perspective to optimize the impact of improvements across the Department.

Phase 1 Phase 2 Phase 3

Figure 5. Functional Management Process (FMP) for DoD

43 ThsI Cross-Funotlonal Approach to the El Prooass

●

Enterprise Integration is everyone’s responsibilii, from the Secretary of Defense to the individual defense

worker. The process of El has management, functional, and technfcat elements. The El goal is ‘end-to-

end” integration of DoD’s processes across functions the cmss-functional viewpoint. But cross-

functional integration can only be achieved if there is a corresponding technical integratkm of the undertying

information systems.
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Figure 6 depicts the integration management process to aohieve this goal.

Maroh 30, 1994

I

+ Fmctioml z%qiiromorth Funotiod Proww lmWOVWImt

A A a

~ Integration Management 1 1
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zProj*cl
Prioritization
m-d Approval

Exowtkm

Pigure 6. Integration Management Prtwess and Outputs

While the Secreta~ of Defense, PSAS, JCS, and other functional managers have the major responsibility

for functional integration, the responsibility for technioal integration rests with the ASD (C31)and the Director

of the Defense information Systems Agency.

4.3.1 Enterprise Level Integration

The Secretary of Defense is responsible for the functional integration of the Depafiment within the context

of the overall Nationaf Seourity Strategy, Publio Law, and NCA/Congressional guidance. DoD is in the

process of chartering a DoD Enterprise Integration [El) Executive Board, chaired by the DEPSECDEF, and

a subordinate DoD Enterpdse Integration (El) Corporate Management Council to provide forums for El. The

DoD Enterprise Integration fEl) Corporate Management Counoil Identifies and resolves cross-functional

issues. It will den-lop cross-functional solutions to ente@se issues arising out of the accelerated

hnpfernentations of migration systems, data standarrh, and process improvements. El implementation

issues will encompass finanoial assets, human resouroes, process bnprovement, management and cultural

irnpaots, and teohnioal infrastructure solutions. At the Enterpdse-levef, the ASD (C31) is respmsible for

ensuring the necessary techniod integration of the Depadrnent’s information resources to support functional

integration. Accordingly, the ASD (C31)devefops an information management strategy, and corresponding

information technology and systems policy and plans, within a fmmework of DoD functional prooesses,
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?work of DoD futiional proces=s, policy, and gutia~. Entefpn= tntegmtom are cross-fu~ional

M which resolve issues and plan common solutions. Figure 7 illustrates this Mmtional-tmhn-l

raction at the Enterpri~levei.

Enterprise - Level

IStegrat ion Management

—

Figure 7. Enterprise Level

4.3.2 Missbwbvel Integ-ion

At the Mission-level, the PSAS have pnmafy responsiWtitY for the integration of their assignOd functional

area with other relevant functional areas, within the conteti of overall DoD Ente@* gmls, ob\@ives and

measurOS defined by the SECDEF and DEPSECDEF. TeohnkXi integmtion at the Missiin-kwi rests with

the DWotor of DiSA. Integmtion Managem are responsib% for bridging between functional and techni=l

cor?oems. Integmtion Maoa$&m are functional and teohni-1 teams used to bridge funotionai and techniml

issues and identifycommon soluti~. Figure 8 depiots the integmtion responsibilKi at the M@sion-ievel,

4.3.3 Functioml A~v@! l-~m

The Funotionai Aotivity Program ManaW$ are responsible for integmti%l their assignd functions! aotivties

with other relevant aotiviths, within a conteti of broad funoti~ area goals, ob@tW@% and measums

estabiis~ by the PSAS. Various DiSA Centers provide the necessary WhrWXl integration suppoti to

achieve Activit’y-@veifunotionaiintegmtion. EtiewW integmtom are used to coordrt$te the various

*
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functional and technioal integration activities. Figure 9 illustrates the interaction of functional and technical

integration responsibilities at the Functional-level.

Figure 9. Functional Level
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43.4 Functional ActhrRy-Level Integration

At the Functional Activity-1evel, DoD user organizations are responsible for ensuring the integration of their

assigned aotiviiies with standard DoD processes, data, and Information systems. DISA Integration

Managers perform a similar fundon on the technical side. Contractors, serving as Enterprise integrators,

are responsible for vigorously applying integration principles, methods, tools, and advising their DoD clients

of functional and technical integration opportunities.

4.3.5 Customer-Odented Aocount Organization

Figure 10 shows the CFl&l customer-oriented struoture to provide the Principal Staff Assistants with an

approach to help conduct BPRs, standardize data, plan for the migration of information systems, use Dll

services, and find cross-functional linkages and Enteqxise solutions.

P’JilnwilnwmI

I

I Imm
Figure 10. Customer-oriented Account Organization for El
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5.0 CONCLUSION

The DoD has always been subject to change and evolution; however, the rate of change resulting from the

end of the Cold War coupfed with the accelerating change in technology has created the need for different

management and operational approaches. As a result of these changes fhe DoD vision for the future

includes downsized but technologically superior forces, new peacekeeping and humanitarian missions, an

integrated miliiry/cornmercial industrial base, global information operability, and re-engineered and

integrated functions and organizations based on modernized, standards-based open information systems.

El will support the DoD management orientation to migrate towards greater “jointness’ and a “horizontal”

focus. This will create more of a ‘mission-results” cutture which will allow the blending of suppotl functions

and command and control to strengthen the @l For The Warrior concept.

El includes a ve~ broad view of the Enterprise elements which must be integrated to achieve successful

cross-functionality and process improvement. The elements include integrated objectives, organizations,

financial and human resources, physical assets, processes, information, and information systems. The

integration of processes, information, and information systems are key elements which help achieve

effective and efficient cross-functional operations. This includes simplified processes based on common

data and standardized business/operational transactions using computer based information systems as an

enabling technology for improving decision making and process performance.

The framework for achieving El is the DoD Enterprise Model which provides the means for describing how

each mission, function, and organization Yii” In a common way and can operate cross-functionally. El will

require Integration Management from the top to the bottom of the DoD organization. The SECDEF and

DEPSECDEF are responsible for integration Management at the Enterprise-Level where cross-functional

policy decisions will be made and provided to the Principal Staff Assistants for implementation using

“Enterprise Integrators” are cross-functional teams used to bridge the functional and technical aspects of

the policies. At the Mi=”on-Level the PSA’Swill be responsible for Integration Management where mission

requirements wiff be provided to Functional Activity Program Managem for implementation using the

Integration Managers approach. This same approach wilf be used at the Functional-Level where

consolidated function~ ~quirements will be provided to Users.

in conclusion, El will support the Dof) management orientation to mi~rate toward greater coopera-

tionlhtegration among the services and a focus on joint operations capability. Thii will lead to flex~ble,

consistent, and standard information. El will allow the %arfighte~ to fully and effectively pursue his or her

mission. El will provide functionally integrated and truly interoperable and coordinated forces. These forces

will be able to respond to any missfon workf-wide. El will albw the Joint Task Force Commander to fully
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integrate the wadighting functions and capabilities of the Service Components. This heightened level of

functional integration wili act as a foroe multiplier in an environment of reduced resources and downsized

foroes.

. . ..-
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